
Introducing Heimdal’s cooperative pricing for NJECC schools and districts ! 

One Platform. Total Security.  
Empower your security and IT teams with Heimdal’s unified platform, designed to defend against next-gen threats with 
comprehensive protection across multiple attack vectors. From endpoints, networks, and cloud to emails, identities, and 
beyond, Heimdal offers advanced detection and response capabilities, ensuring complete security coverage.  

Email Security - The Heimdal Email Security engines scan for the most intrusive method cybercriminals use to introduce 
malware and viruses into corporate systems. Lightweight, easy to deploy, and highly responsive, our Email Security anti-
malware and anti-spam filter can be scaled to any number of endpoints within your organization.  
Patch and Vulnerability Management 24x7x365 - Stay ahead of vulnerabilities with Heimdal’s centralized, hyper-automated 
patch management. Ensure continuous compliance, boost productivity, and automate patching across platforms—all from a 
single, streamlined console. 
Infinity Management - With the Infinity Management add-on, IT administrators can take customization to the next level by 
easily automating patching or updating flows for in-house software or applications using command-line scripting within our 
console. 
Privilege Elevation and Delegation Management (PEDM) - PEDM allows you to easily elevate user rights or file executions, it 
gives you the ability to revoke escalations and supports zero-trust executions. PEDM features a lightweight and stunning 
interface that puts you in complete control over the user’s elevated session. 

Application Control - Discover effortless application management with Heimdal’s Application Control, now enhanced with 
AppFencing™. Gain complete control over application executions, restrict unauthorized interactions, and ensure compliance 
with zero-trust policies, all while seamlessly logging operations in real-time. 

Remote Desktop - Remote Desktop allows you to support your users anywhere in the world on both Desktops and mobiles. It 
comes with dashboard-to-device and device-to-device capabilities, support for Windows Servers, Windows Desktops, 
Android, and macOS, secure connections with 2-Factor Authentication, and content sharing. 
NGAV + XTP - Heimdal’s Next-Gen Antivirus is powered by Extended Threat Protection (XTP) and seamlessly integrates with 
additional Heimdal modules to create a robust Endpoint Detection and Response (EDR) solution.  
DNS Security (end point or network versions) - With a powerful blend of cybercrime intelligence, advanced machine learning, 
and AI-based prevention, Heimdal DNS Security ensures unparalleled accuracy in proactively protecting your organization 
from future threats - available at the endpoint or perimeter levels.  
Ransomware Encryption Protection (RE) - Our proprietary anti-ransomware encryption solution is a revolutionary 100% 
signature-free product that protects your devices against malicious encryption attempts initiated during ransomware attacks.  
TAC - Threat - hunting and Action Center (TAC) works out of the box to collect data across all Heimdal products, as well as 
Cloud and perimeter firewall alerts. It provides granular telemetry into IT environments and helps teams proactively 
classify security risks, hunt detected anomalies, and neutralize persistent threats with 1-click resolutions.  

NJECC Offer: 12MO or 36MO; 100+ licenses 
Heimdal Endpoint Management: 
Patch & Vulnerability, Infinity Mgmt, 
PEDM, Application Control, Remote 
Desktop 

NJECC  $29.89/yr | $66.89/3-yr 

** Includes Scripting, Bitlocker Management, 
OS System Restores, Endpoint Alerts (e.g. 
Memory usage, Disk capacity, Etc.) 

Heimdal Security Bundle: 
NGAV + XTP, DNS Security (endpoint or 
network versions), Ransomware 
Encryption Protection, TAC, Remote 
Desktop 

NJECC  $37.09/yr | $84.59/3-yr 
Add-on Mgd XDR $11.89/yr | $28.59/3-yr 

** Includes Windows Endpoint Firewall 
Management, OneDrive Encryption Protection, 
O365 Login Anomaly Detection 

Heimdal Full Suite: 
Email Security -ATP, Patch & Vulnerability, 
Infinite Mgmt, PEDM, Application Control, 
Remote Desktop, NGAV + XTP, DNS 
Security (endpoint or network versions), 
Ramsomware Encryption Protection, 
TAC, Remote Desktop 

NJECC  $49.89/yr | $116.49/3-yr 
Add-on Mgd XDR $11.89/yr | $28.59/3-yr 

** Includes Endpoint Management and 
Security features. 

White Rock Cybersecurity | Odessa Criales-Smith | 214-613-1568 

Amplify the power of your security operations with Heimdal’s 24×7 fully managed Extended Detection & Response (MXDR) add-
on. Our service includes a Security Operations Center (SOC) that provides event monitoring, threat investigations, extended threat 
hunting, and forensics, as well as a fully action-oriented incident response team to proactively contain and neutralize attacks.

Contact Odessa for a demo or quote!
odessa@wrsecure.com




