
CyberNut, the #1 solution for 
phishing and cybersecurity 
training built exclusively for 
K-12 schools
More than 1,619 K-12 schools have 
experienced data breaches, costing them 
millions of dollars in damages, 90% 
originating from faculty or staff clicking on 
phishing links.

Cybersecurity awareness training and 
proactive defense strategies are more 
critical than ever to safeguard your school.

Watch this 2 min video to learn how 
CyberNut can help protect your school 
and community!

NJECC k-12 offer:
CyberNut Security Awareness Training:
*Staff Phishing & Awareness Training - Phishing Simulations, 
Real-Time Training and Reporting (w/Plugin)

*Active Threat Manager (real-time Threat Reporter - Identify and 
Remove Reported Threats from All User Mailboxes)

*Staff Cybersecurity Compliance Training modules

$9.50/1-year | $26.79/3-year

Contact Odessa at White Rock Cybersecurity for a quote:
odessa@wrsecure.com | 214-613-1568

https://www.youtube.com/watch?v=5ZJ9B_qyDm8


Key Features

A security awareness training platform built 
exclusively for K-12 schools

CyberNut was designed in collaboration with school district CTOs and IT professionals. By serving only 
schools, we’ve developed a highly specialized training solution tailored specifically to the unique needs of 
the K-12 education sector.

CyberNut’s automated campaigns train your school’s faculty, staff, and students to recognize and report 
phishing emails and deep fake AI scams that are targeting your school district.

Account setup and 
integration take 20 minutes

Training campaigns get 
scheduled once a school 
year & run on autopilot

Our quick micro-trainings take 30 
seconds to complete, eliminating 
complaining & push back from 
teachers’ unions

Native Gmail & Outlook plug-ins 
used to report simulations & threats

Our leaderboards & 
gamification drive engagement 
among faculty

Easy reporting & data 
export for cyber insurance 
& school boards

IMPORTANT: 
Your password will expire 
in 1 day
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CyberNut is more than just training, it's also a real threat 
reporting tool to empower your faculty, staff, and students 
to report real phishing attacks!

Tailored to fit K-12 budgets, CyberNut offers transparent, 
all-inclusive pricing with no hidden fees—providing 
exactly what you need at a price you can afford.

Our gamified training features an optional leaderboard that 
sparks friendly competition and boosts engagement.

CyberNut is dedicated solely to K-12 schools, offering 
training specifically crafted for educators and 
students, addressing their unique challenges.

Our training uses positive reinforcement, 
rewarding progress to create a supportive and 
engaging learning environment.

CyberNut delivers instant feedback on phishing simulations 
via a simple Gmail & Outlook plugin — no login required. 
Training takes under a minute.

At CyberNut, we prioritize data security 
and privacy. 

We are DIR-certified and compliant with 
EU GDPR, ensuring that schools and 
organizations meet the highest standards 
for protecting sensitive information. 

Our policies are designed to safeguard 
user data, enhance transparency, and 
maintain compliance with industry 
regulations.
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Why do school IT teams 
choose CyberNut?

Compliance Standards

REAL-TIME, INTERACTIVE TRAINING

POSITIVE LEARNING EXPERIENCE

TAILORED FOR K-12

ENGAGEMENT THROUGH GAMIFICATION

BUDGET-FRIENDLY PRICING

REAL THREAT REPORTING




